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This research includes the study of a multi-year analysis of innovative techniques of cryptography as part of result

dissemination in the empirical findings. This report includes different aspects of cryptography such as chaotic systems,

hyperchaotic systems, S-Boxes, symmetric and asymmetric cryptography, security of images, and data over insecure

communication channels. 

But a few recent developments of a hybrid combination of linear systems as a key generation technique are used. Its

discussion is missing in this study. 
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If we are talking about the real-time implementation of cryptosystems, hardware performance is also an important aspect

in terms of time and space complexity. Therefore, a discussion related to hardware performance should be included in this

study. 
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